Building capacity of:

1) law enforcement authorities to identify, collect, acquire and preserve the electronic data needed to investigate terrorism offences;
2) prosecutorial and judicial authorities to use that data as evidence in court; and
3) central and competent authorities to handle and exchange that data across borders and jurisdictions, without jeopardizing/spoiling its admissibility and probative value at court.
Global Initiative on Handling Electronic Evidence
UNODC in close consultation with CTED and IAP

Holistic Approach
Civil society and
relevant UN and non-UN entities

Public-Private Partnership
Service providers for
response to Member States

Tailored Approach
International and regional
organizations for good
practices

Technical Expertise
Academia and independent
experts for drafting
technical tools

Technical Assistance to
Member States
Legislative support and
capacity-building in
coordination with relevant
field offices