
Agenda

1.    Welcome and Introductions

• Work plans of the three work streams are summarized on the 

webpage.  The work streams work in parallel and regularly update on 

progress during BPF Update meetings.  (dates on the webpage) 

• The BPF will organise a workshop at IGF2021 and publish an output 

report .  

2.    Updates from the work streams 

• WS1:  Mapping of cybersecurity agreements (continuation of last year’s 

work and deeper dive into the drivers of cyber norms).

• WS2:  Testing norms concepts against Internet events.

• WS3:  Outreach and cooperation with other IG(F) initiatives.

3.    Q&A, next steps 

• Call for contributions

Participate

• Contact if you wish to join one of the work streams. 

• Subscribe to the BPF mailing list (subscribe here).

• Next BPF Update call:  Thursday 14 Oct at 6:00 am UTC (register 

here).

IGF 2021 

Best Practice Forum 

Cybersecurity

on the use of norms to foster trust and security

BPF Update 

Thursday, 19 August 2021, 15:00 UTC 

BPF webpage

https://www.intgovforum.org/multilingual/content/bpf-
cybersecurity

Contact 

bpf-cybersecurity-info@intgovforum.org

https://www.intgovforum.org/multilingual/content/bpf-cybersecurity
http://intgovforum.org/mailman/listinfo/bpf-cybersecurity_intgovforum.org
https://intgovforum.zoom.us/meeting/register/tJYoceCrrT8pGNMeCBNQLCzDfjm75UGzoA4t%C2%A0
https://www.intgovforum.org/multilingual/content/bpf-cybersecurity
mailto:bpf-cybersecurity-info@intgovforum.org

