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IGF 2020
- Prepared by the IGF Secretariat through consultations with the BPF facilitators and NRIs coordinators -



Why this collaboration?

• BPFs gather and assess best practices on Internet governance issues from 
stakeholders around the world. 

• On a country/regional level, the NRIs foster multistakeholder dialogues 
and exchanges of good practices on Internet governance matters and are 
a rich and valuable repository of concrete examples, actions and 
initiatives.

o BPFs get direct insight in 
substantive priorities and local 
issues and challenges. 

o BPF discussions and outputs  
enriched by the NRIs contributions.

o BPF outputs widely disseminated to 
global community.

o NRIs have BPFs as direct source for 
getting in touch with international 
experts.

o NRIs have consolidated overview of 
good practices in one place.

o BPFs as channels to learn about other 
processes and raise awareness.

BENEFITS



Possible collaborative mechanisms

NRIs supporting BPFs BPFs supporting NRIs
NRIs annual outputs shared with BPFs as a possible 
contribution

BPF promote NRI outputs on subject matter of relevance 
within their networks 

Additional sources of information from the NRIs communities 
shared with BPFs (e.g. participating research institute of your 
NRI develops a study on a subject matter of relevance to the 
BPF etc.)

Upon request from the NRIs, BPFs identify experts as 
resource persons to contribute to NRI meetings/other 
activities

NRIs connect their community experts with the BPF facilitator 
(e.g. representative of local CERT etc.)

BPFs share additional sources of information with NRIs 
(e.g. an NRI needs more comparative analyses on national 
digital strategies)

NRIs help to inform local communities of opportunities to 
participate in the BPF work (e.g. by inviting them to respond to 
BPF surveys and calls for contributions; sharing information on 
how to participate in the BPF open online meetings)

Upon request from the NRIs, BPFs and NRIs explore the 
possibility of an interactive session module on its 
discussions and activities as part of the NRIs pre-event, or 
discuss how a BPF can contribute to a planned NRI session 
or discussion

NRIs disseminate BPF outputs to their respected communities Possibly discuss how a BPF can contribute to a planned 
NRIs sessions/discussion.



IGF 2020 BPFs Focus

Gender & Access Cybersecurity Data & New Technologies
in an Internet Context

Local Content

Connecting previous years work 
we will be looking transversally 
to the opportunities for 
strengthened participation of 
women and gender diverse 
people in internet-related 
policy processes and spaces. 

The aim is to look at these 
issues from a decision making 
perspective in order to identify 
structures or procedures that 
need to be transformed.

Exploring best practices in 
relation to recent 
international cybersecurity 
initiatives.

• Reviewing developments 
and new agreements to 
identify further best 
practices

• Exploring norms 
assessment

• Outreach to widen 
participation

What best practices exist 
to ensure that users’ data 
is collected, analysed and 
used to bring benefit and 
not to harm users ?

• Community rights on 
cultural assets

• State incentives to 
cultural dev/creation

• Fair trade of digital 
content

• Digitization of cultural 
assets

• Protection of content 
via cryptography

• Enabling community 
nets, inclusive 
spectrum policies

Read more on the IGF website and subscribe to the BPF dedicated mailing lists!

https://www.intgovforum.org/multilingual/content/bpf-gender-and-access
https://www.intgovforum.org/multilingual/content/bpf-cybersecurity
https://www.intgovforum.org/multilingual/content/bpf-internet-of-things-iot-big-data-and-artificial-intelligence-ai
https://www.intgovforum.org/multilingual/content/bpf-on-local-content
https://www.intgovforum.org/multilingual/content/best-practice-forums-bpfs


Focus of the NRIs Agendas

• Autonomous NRIs programme agendas are built on the bottom-up advice from the 
community, through a public call for inputs.

• IGF Secretariat conducts annual analysis* of all NRI annual meetings’ programme 
agendas to understand what are the global priorities and regional/national 
differences. The analysis can orient BPF-NRI collaboration.

___________________________________________________________________________________________________________
_______________________________________________________________________________________________________   _* 
* All session topics clustered in eight broad themes, following the IGF 2018 thematic clusters.

BPF XYZ maps NRIs 
discussion policy 

(to narrow down the focus)

BPF XYZ approaches 
NRIs that discussed 

XYZ topics

Collaboration 
outputs feed into 

the BPF work

https://www.intgovforum.org/multilingual/content/igf-2018-call-for-workshop-proposals


NRIs 2019 Policy Discussion Areas



NRIs 2019 Policy Discussion Areas: most common Issues

Cybersecurity 
(60)

Access & 
Inclusion (54)

Digital Rights & 
Freedoms (51)

New & Emerging 
Technologies 
(45)

IG Ecosystem 
(44)

Economic Issues 
& Sustainability 
(40)

Data (39) Technical & 
Operational 
Issues (6)

Cybersecurity (44) Access (21) Freedom of 
Expression Online 
(17)

AI (15) Democracy, Digital 
cooperation, 
multistakeholder 
model, digital future 
(27+)

Digital Economy & 
Trade (17)

Data protection & 
governance (21)

Infrastructure

Safety (10) Inclusion (19) Online media 
regulation (15)

Emerging Tech & 
Issues (10)

Capacity 
Development (9)

ICTs for 
Sustainability (8)

Data privacy (8) Critical Internet 
Resources

Child &Youth 
protection (9)

Connectivity (14) 
(Infrastructure; 
Public-private 
partnerships)

Digital rights (14) Digital innovation 
(8)

Future of Work (6) Open Data, Big Data 
(6)

DNS; ccTLD

Trust (7) 5G, IPv6, IXP, Net 
Neutrality (5)

Taxation (4) Ethics, Localization, 
Utilization

Tech Aspects of 
Internet governance

Encryption, IP 
abuse, DNS security

Digital literacy & 
skills (3)

Sustainability of 
Network 
(infrastructure)

Capacity building 5G; IXP



Contact the BPFs and NRIs

BPF Contact NRIs Contact

www.intgovforum.org/multilingual/content/bpf-
cybersecurity
• Email: bpf-cybersecurity-

info@intgovforum.org
• MAG co-facilitators: Ben Wallis, Markus 

Kummer
• Lead Expert: Maarten Van Horenbeeck
• IGF Secretariat: Wim Degezelle

www.intgovforum.org/multilingual/content/
best-practice-forum-on-data-and-new-
technologies-in-an-internet-context
• Email: bpf-IoT-BD-AI@intgovforum.org
• MAG co-facilitators: Concettina Cassa
• Lead Expert: Emanuela Girardi
• IGF Secretariat: Wim Degezelle

• NRIs mailing list:
igfregionals@intgovforum
.org

• NRIs points of contacts: 
www.intgovforum.org/mu
ltilingual/content/nris-
points-of-contacts-
coordinators

• Contact the IGF 
Secretariat to be 
connected to the NRI 
coordinators: igf@un.org

www.intgovforum.org/multilingual/content/bpf-
gender-and-access
• Email: gender@intgovforum.org
• MAG co-facilitators: Maria Paz and Chenai 

Chair
• IGF Secretariat: Sorina Teleanu

www.intgovforum.org/multilingual/content/
bpf-on-local-content
• Email: localcontent@intgovforum.org
• MAG co-facilitators: Carlos Afonso and 

Giacomo Mazzone
• IGF Secretariat: Sorina Teleanu

BPF on Cybersecurity

BPF on Gender and Access

BPF on Data and New Technologies in 
an Internet Context

BPF on Local Content

https://www.intgovforum.org/multilingual/content/bpf-on-local-content
http://www.intgovforum.org/multilingual/content/bpf-cybersecurity
mailto:bpf-cybersecurity-info@intgovforum.org
http://www.intgovforum.org/multilingual/content/best-practice-forum-on-data-and-new-technologies-in-an-internet-context
mailto:bpf-IoT-BD-AI@intgovforum.org
mailto:igfregionals@intgovforum.org
https://www.intgovforum.org/multilingual/content/nris-points-of-contacts-coordinators
mailto:igf@un.org
http://www.intgovforum.org/multilingual/content/bpf-gender-and-access
mailto:gender@intgovforum.org
http://www.intgovforum.org/multilingual/content/bpf-on-local-content
mailto:localcontent@intgovforum.org
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